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ABSTRACT

TV white space refers to TV channels that
are not used by any licensed services at a partic-
ular location and at a particular time. To exploit
this unused TVWS spectrum for improved spec-
trum efficiency, regulatory agencies have begun
developing regulations to permit its use this
TVWS by unlicensed wireless devices as long as
they do not interfere with any licensed services.
In the future many heterogeneous, and indepen-
dently operated, wireless networks may utilize
the TVWS. Coexistence between these networks
is essential in order to provide a high level of
QoS to end users. Consequently, the IEEE 802
LAN/MAN standards committee has approved
the P802.19.1 standardization project to specify
radio-technology-independent methods for coex-
istence among dissimilar or independently oper-
ated wireless devices and networks. In this article
we provide a detailed overview of the regulatory
status of TVWS in the United States and
Europe, analyze the coexistence problem in
TVWS, and summarize existing coexisting mech-
anisms to improve coexistence in TVWS. The
main focus of the article is the IEEE P802.19.1
standardization project, including its require-
ments and system design, and the major techni-
cal challenges ahead.

INTRODUCTION

Cognitive radio has been an active field of aca-
demic research for a number of years. Television
white space (TVWS) promises to be the first
widespread commercial application born from

this research. In 2002, the Defense Advanced
Research Projects Agency (DARPA) embarked
on the Next Generation Communications Pro-
gram (XG) [1]. Developed for the U.S. military,
the XG program goal was to equip troops with
radios, which could exploit idle spectrum by pro-
viding dynamic ad hoc utilization of vacant fre-
quency channels wusing cognitive radio
techniques. XG radios can dynamically and
stealthily identify idle channels and communi-
cate on them while being able to immediately
vacate the channel to yield to any primary user
transmission. The Federal Communications
Commission (FCC) took note and took action to
draft the TVWS rules. This ability to use unused
spectrum on a non-interfering basis, respecting
the rights and privileges of the primary spectrum
licensee, is a cornerstone of the white spaces
revolution. New TVWS products and services
will be the first civilian and commercial applica-
tions of the XG radio model, and TVWS is like-
ly to be the first of a number of white space
initiatives.

Today regulators worldwide are beginning to
make new spectrum available by allowing sec-
ondary access to unused but licensed spectrum,
starting with TV channels in the VHF/UHF
bands. These unused segments of TV spectrum
are referred to as TV white space, and a wireless
device that operates in the TVWS is referred as
a white space device (WSD). Secondary WSD
users may use this spectrum on an “as available”
basis, while primary licensed users retain their
licensing rights, are protected from secondary
user interference, and may access their licensed
spectrum with priority at any time. In the United
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States, this scheme has been driven by the FCC,
which has set the rules for the unlicensed TVWS
operations with amendments to Parts 0 and 15
of Title 47 of the Code of Federal Regulations
(CFR) [2, 3]. Other regulators have their own
initiatives addressing this new opportunity for
additional spectrum [4-12]. The FCC rules spec-
ify means for protecting incumbents such as TV
broadcast stations and wireless microphones;
however, neither the FCC nor other regulators
currently address the problem of coexistence of
multiple WSDs using different wireless technolo-
gies and different operators and service pro-
viders. TVWS is a result of the convergence of
wireless technology research with regulators’
need for increased spectral efficiency to meet
rapidly increasing demands for wireless band-
width.

It should be noted that the TVWS initiatives
in the United States and around the world are
likely to be just the first step toward a more flex-
ible, dynamic, and efficient model for spectrum
licensing and utilization. An efficient demand-
driven approach to spectrum utilization appears
to be a natural and necessary response to the
dramatically increasing demand for wireless
bandwidth. Already, a recent FCC Notice of
Inquiry points to the U.S. regulator’s view
towards a similar liberalization of spectrum use
in bands beyond the TV spectrum, other
researchers and technologists worldwide are
already working on technologies designed to
enable dynamic spectrum access [9]. As such, the
various efforts to deliver a practical TVWS solu-
tion represent an important precedent that is
likely to have long-term repercussions on the
way dynamic spectrum access develops in other
areas.

A number of different unlicensed wireless
technologies are expected to be deployed in the
TVWS. For example, the IEEE 802.22 working
group has developed a standard for wireless
regional area networks (WRANSs) in the TVWS
[13, 14]. The IEEE 802.11 working group is
developing an amendment to the 802.11 wireless
local area network (WLAN) standard [15] for
TVWS operations [16]. In addition, the Euro-
pean Computer Manufacturers Association
(ECMA) has developed another standard,
ECMA-392, intended for use in the TVWS [17].
It is likely that other wireless standards and
technologies will also be deployed in the TVWS.
This diverse set of wireless technologies will lead
to interference issues in geographic locations
with a limited number of TVWS channels. Since
the number of TVWS channels available in any
location decreases with the number of broadcast
TV stations operating in that area, many U.S.
metro areas and some urban areas will be limit-
ed to only a few 6 MHz channels for TVWS.
Very high TVWS channel loads are expected in
these densely populated areas. In addition, cer-
tain wireless microphones, those used by licensed
primary users in the broadcast industry, are pro-
tected by regulation and have priority access to
unused TV channels for special events, news
coverage, and other purposes. Since the usage
patterns of wireless microphones can change
from day to day or even hour to hour, the num-
ber of available TVWS channels can vary with

time as well as location. These conditions will
lead to very high channel congestion and high
levels of interference among users of the TVWS
in most metro and many urban areas.

As a result, the TVWS coexistence problem is
both more complex and more severe than in the
current unlicensed bands. Standardized mecha-
nisms and techniques to improve coexistence
among various dissimilar WSDs and respective
networks are needed in the TVWS.

Consequently, the IEEE 802.19 Working
Group has taken action to work on the TVWS
coexistence issue, and a task group, 802.19 TG1,
was formed in early 2010. This task group was
chartered with the specific task of developing a
standard to improve coexistence in the TVWS.

We look at the regulatory status of the TVWS
in different countries. We summarize current
and completed TVWS wireless standards pro-
jects. Then we provide an analysis of the TVWS
coexistence problem. We describe the technical
challenges that must be addressed during the
development of the TVWS coexistence standard.
We give examples of coexistence mechanisms
and solutions that may be included in the 802.19
TVWS coexistence standard. Finally, we give an
overview of the 802.19.1 system design, including
system architecture, reference model, and possi-
ble decision topologies.

REGULATORY STATUS OF TVWS

In terrestrial television broadcasting two fre-
quency bands are used: the very high frequency
(VHF, 30-300 MHz) band and the lower part of
the ultra high frequency (UHF, 300-1000 MHz)
band. Although many countries have studied the
use of TVWS, only two countries currently have
regulations permitting unlicensed use of TVWS:
the United States and the United Kingdom. Fig-
ure 1 shows the TVWS spectrum in these two
countries. The FCC has established TVWS in
both the VHF and UHF bands, whereas in the
United Kingdom only UHF is allowed. In the
United States each TV channel is 6 MHz wide,
whereas channel width in the United Kingdom is
8 MHz.

TVWS IN THE UNITED STATES

The FCC has defined three mechanisms to pro-

tect licensed incumbent TV broadcasters from

interference from unlicensed WSDs:

* WSD geolocation with access to a TV bands
database

* WSD transmit power limitations (transmit
spectral mask)

* Operating channel radio sensing of protected

licensed users [2]

The TV bands database contains all licensed
users, their operating frequencies, locations,
areas of operation, and operating schedules.
Before transmitting any signal in the TV band,
WSDs must access the TV bands database and
provide their geolocation information (their cur-
rent position) in order to obtain a list of current-
ly available TVWS channels at that location.
Alternatively, a WSD that cannot access the TV
bands database directly may be enabled for
TVWS operation indirectly by an authorized
master device. The master device must be able

The FCC has defined
three mechanisms to
profect licensed
incumbent TV broad-
casters from interfer-
ence from unlicensed
WSDs: WSD geoloca-
fion with access to
TV bands database;
WSD transmit power
limitations (transmit
spectral mask); and
operating channel
radio sensing of
protected licensed
users.
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to estimate the WSD location and access the TV
bands database on behalf of the WSD. The mas-
ter device provides the WSD with the list of cur-
rently available TVWS channels at its location.
Radio sensing is mandated as a protection
mechanism for WSDs that cannot access the TV
bands database and are not enabled by an autho-
rized master device.

United States United Kingdom

54 MHz
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Figure 1. TVWS spectrum in the United States and
United Kingdom. Blue: operation allowed for
fixed devices in the United States. Orange: opera-
tion allowed for fixed and personal/portable
devices in the United States. Green: operation
allowed in the United Kingdom.

The FCC has defined four classes of WSDs,
as listed in Table 1. A fixed device operates at a
specific registered location, uses outdoor anten-
na(s), and may transmit a maximum of 1W into
one or more 6 MHz TVWS channels. Antenna
gains up to 6 dBi are allowed, thus permitting up
to 4 W effective isotropic radiated power
(EIRP). The power spectral density conducted
from the fixed WSD to the antenna must not be
greater than 12.2 dB when measured in any 100
kHz band. Due to this high transmit power limit,
a fixed device is not allowed to operate on any
channel adjacent to one being used by a TV
broadcast signal.

A personal/portable device is a lower-power
device, may be mobile, and is restricted to oper-
ate in the frequency bands 512-608 MHz (TV
channels 21-36) and 614-698 MHz (TV chan-
nels 38-51). Its maximum EIRP must not exceed
100 mW (20 dBm) per 6 MHz of bandwidth, and
the power spectral density must not be greater
than 2.2 dB when measured in any 100 kHz band
in any case. If a personal/portable device oper-
ates on a channel adjacent to one being used by
a protected licensee, it must operate with a
lower-power limit of 40 mW and with spectral
density reduced to —1.8 dBm in any 100 kHz
band. There are two types of personal/portable
devices: mode I and mode II. A mode I device is
not required to have geolocation capability or
directly access the TV bands database. A mode
IT device must have geolocation capability with
an accuracy of accuracy of #50 m, and must
have direct or indirect access to the TV bands
database. A mode II device may access the TV
bands database on behalf of a mode I device in
order to enable the mode I device for TVWS
operation. When enabled, the mode I device
may transmit on any channel in the list of avail-
able TVWS channels the mode II device sends
to the mode I device. In addition, the mode I
device must periodically receive a contact verifi-
cation signal from a fixed or mode II device. The
contact verification signal ensures that the mode
I device remains within the area associated with
the list of available TVWS channels sent to that
mode I device.

The final WSD class is the sensing only
device, which uses radio sensing to detect pro-
tected licensees and avoid interfering with them.
A sensing only device is limited to 50 mW trans-
mit power and must be able to detect ATSC dig-
ital TV signals and NTSC analog TV signals at
—114 dBm and to cease transmission within 2 s
of signal detection. In addition, sensing only
devices must be able to detect wireless micro-
phone signals at —107 dBm. Laboratory and field
tests by the FCC are mandatory for the approval
of sensing only devices. The FCC plans to test
and certify each TVWS sensing only device to
ensure regulatory compliance. Table 1 summa-
rizes the FCC requirements for the defined
device classes.

TVWS IN THE UNITED KINGDOM

In the United Kingdom, the Office of Communi-
cations (Ofcom) is the independent telecommu-
nications regulator and competition authority for
the communication industries. According to
reports from Ofcom, accessing the TV bands
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Device class Mobilit Transmit Geolocation and Sensin Enabling Allowed on adjacent
y power (EIRP) database access 9 capability TV channels
. . . Not
Fixed Fixed <4 W Required (+ 50 m) . Master No
required
Portable Fixed, nomadlc, <100 mW Required (+ 50 m) it . Master Yes, but < 40 mW
mode Il and mobile required
Portable Fixed, no_madlc, <100 mW Not required NG . Slave Yes, but <40 mW
mode | and mobile required
Sensing only e, worei b, <50 mW Not required i None Yes, but <40 mW
and mobile -114dB !

Table 1. TVWS device classes specified by the FCC.

database with geolocation is the most reliable
mechanism to protect licensed users in the short
and medium terms [4-7]. As of 2011, Ofcom had
specified two types of devices: master and slave
devices. Master devices contact a database to
obtain a set of available frequencies in their area
and manage slave devices. Slave devices obtain
the relevant information from master devices,
but do not contact the database themselves. A
slave device must cease transmission immediate-
ly when instructed by the master device or within
5 s of not receiving a response from the master
device to a transmission. The maximum transmit
power for a device is determined based on pro-
tection levels. For example, the signal level from
a WSD should be at least 33 dB below the TV
signal at the TV receiver for cochannel opera-
tion. According to Ofcom, implementation of
sensing only devices is likely many years away,
and Ofcom will not take any further action to
support sensing only devices until operation
using geolocation with TV band database access
has been established.

TVWS IN OTHER COUNTRIES

Canada’s regulator, Industry Canada, has already
established regulations for secondary, lightly
licensed services in the TV band. This innovative
service is called Remote Rural Broadband Sys-
tems (RRBS) and was conceived of by the Com-
munications Research Center in 2003. In 2007,
regulatory guidelines for operation and deploy-
ment of RRBS systems were released. In early
2010, this new service was launched in Canada.
Canada is gaining very useful incumbent protec-
tion experience from the startup, operating
issues, and lessons learned from RRBS. Recent-
ly, a consultation from Industry Canada indi-
cates that the regulator is considering additional
unlicensed TVWS operation following the lead
and technical framework established by the FCC
[8]- The consultation requests comments from
industry participants concerning the details
about unlicensed use of TVWS in Canada. The
IEEE and other interested parties have provided
formal responses to the questions asked in the
Canadian TVWS Consultation. In particular, the
IEEE response suggests several areas in which
Canada could improve the market uptake of
TVWS services by modifying several of the oper-
ating rules adopted by the FCC [9]. It is clear
that Canada will proceed with additional regula-

tory changes to accommodate improved utiliza-
tion of the TVWS north of the U.S. border.

Other regulatory bodies are conducting stud-
ies on TVWS as well. In Singapore, the Info
Communications Development Authority (IDA)
provided a TVWS information package to facili-
tate technical trials in Singapore [11]. As of 2011
these trials, which are called Cognitive Radio
Venues (CRAVE), were continuing. IDA
designed these trials so that participants would
be able to obtain real-world measurements to
facilitate the development of practical WSDs.

In Europe, the Radio Spectrum Policy Group
(RSPG) published a Report and subsequent
Opinion on Cognitive Radio, including sections
on TVWS. This report may lead to further work
by the European Commission to be undertaken
through the Radio Spectrum Committee [18].

The European Communications Office pub-
lished ECC Report 159 about cognitive radio
systems in the TVWS in 470-790 MHz, which
was completed in WGSE PT43 [10]. The report
states that spectrum sensing, if employed by a
standalone WSD (autonomous operation), is not
reliable enough to guarantee protection of near-
by TV receivers. However, collaborative sensing
may improve reliability. Operation of a WSD
assisted by geolocation with a TV bands database
is currently the most feasible option. More inves-
tigation is needed to examine protection for
aeronautical radio navigation service (ARNS,
645-790 MHz) and fixed/mobile bands, which
are located above and below the TV UHF band.

All indications from these developments show
that TVWS will be an important band for unli-
censed wireless communication, in which coexis-
tence between networks will be an important
factor for the quality of communication. The
next section focuses on details of some of the
medium access control and physical
(MAC/PHY) layer standards that will operate in
TVWS.

WIRELESS STANDARDS IN TVWS

This section provides a summary of five projects
specifying MAC/PHY standards for TVWS.

The first TVWS standard published is from
ECMA International. Standard ECMA-392,
MAC and PHY for Operation in TV White
Space, was published in December 2009 [17].
ECMA-392 was mainly designed for communica-
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tion between personal/portable devices; specifi-
cally, in-home multimedia distribution. It sup-
ports both mesh and centralized networks. The
standard defines an orthogonal frequency-divi-
sion multiplexing (OFDM) PHY with modula-
tion schemes of quadrature phase shift keying
(QPSK), 16-quadrature amplitude modulation
(QAM), and 64-QAM. For forward error correc-
tion (FEC), concatenation of a Reed-Solomon
(RS) outer code and a convolutional inner code
with puncturing provides five different coding
rates. Channel widths of 6, 7, and 8 MHz are
supported for TV channels in any regulatory
domain. The maximum data rate of ECMA-392
is 31.64 Mb/s. To protect incumbents, dynamic
frequency selection and transmit power control
are included in the specifications.

In 2004 the IEEE started the 802.22 project
to develop a MAC and PHY to use TVWS for
rural broadband services. In July 2011, the IEEE
802.22-2011standard was published [13].
Although mobility is supported, the main focus
of this system is long-range communication
between fixed devices. Typical range of an 8§02.22
fixed device can vary between 10 km to 30 km
assuming outdoor directional antennas. Maxi-
mum supported range of the MAC layer is 100
km.

The IEEE 802.22 standard uses a centralized
topology in which a base station (BS) serves up
to 512 customer premises equipments (CPE).
Radio downlink is based on time-division multi-
plexing, whereas uplink is based on orthogonal
frequency-division multiple access to support
simultaneous transmission from multiple CPE
units. Details of the PHY layer design are as fol-
lows. OFDM is used with a fast Fourier trans-
form (FFT) size of 2048 to cope with delay
spread for long-range links. Similar to ECMA-
392, QPSK, 16-QAM, and 64-QAM modulations
are utilized and 6, 7 and 8 MHz channel widths
are supported. FEC options include binary con-
volutional code, convolutional turbo code, short-
ened block turbo code, and low-density parity
check (LDPC). The 802.22 standard incorpo-
rates many cognitive functions, both to protect
incumbents and also for coexistence among
802.22 networks. These cognitive functions
include channel classification and channel set
management, quiet period scheduling for spec-
trum sensing, fusion of information from sens-
ing, and database. BSs follow spectrum etiquette
to coexist with other networks in the area.
Another related standard published by this same
group is IEEE 802.22.1; this related standard
enhances the protection of licensed users from
interference by 802.22 systems [19].

In 2009, the popular IEEE 802.11 WLAN
working group launched a TVWS project. The
802.11af task group is drafting an amendment to
the IEEE 802.11 standard, including MAC/PHY
modifications and enhancements to meet legal
requirements for channel access and coexistence
in the TVWS [15]. The completed IEEE 802.11af
standard will likely utilize the OFDM PHY pro-
posed by project P80211ac. The 802.11af task
group plans to enable the use of multiple con-
tiguous and non-contiguous channels in TVWS.

In 2011 the IEEE 802.15 working group
formed a new task group to develop an amend-

ment to the 802.15.4 wireless personal area net-
work (WPAN) standard for TVWS operations
[20]. The new 802.15.4m task group is just begin-
ning its work and will address device command
and control applications including the smart grid
in the TVWS band. Targeted data rates are in
the 40 kb/s—2 Mb/s range. Another design target
is to achieve high power efficiency.

Finally, there is the IEEE DySPAN Stan-
dards Committee (DySPAN-SC), which address-
es cognitive radio and dynamic spectrum access.
DySPAN-SC formed a new 1900.7 task group to
create yet another MAC/PHY standard for
TVWS [21]. According to its project authoriza-
tion request, the new MAC/PHY will enable
fixed and mobile operation in white space fre-
quency bands, while avoiding harmful interfer-
ence to incumbent users.

ANALYSIS OF THE
COEXISTENCE PROBLEM IN TVWS

In this section we examine six aspects of the
coexistence problem in TVWS. The first prob-
lematic aspect results from the use of TVWS as
a public unlicensed resource. Any free public
resource which is available to anyone tends to be
indiscriminately used until it is depleted. In the
case of wireless communication this tendency
manifests itself as spectrum congestion in unli-
censed bands. A particularly stark example of
this occurred during the launch of Apple’s
iPhone 4, when the iPhone 4 on stage could not
establish a Wi-Fi connection. The problem was
eventually diagnosed as being due to the pres-
ence of 570 other Wi-Fi access points in the
same spectrum. Steve Jobs (Apple’s former
CEO) eventually requested that some of these
be shutdown so that the launch demonstration
could proceed. What Mr. Jobs did is to request
that use of spectrum be granted to an applica-
tion that everyone agreed should have the high-
est priority. What was missing was a standard
means for the devices involved to do this auto-
matically, without the intervention of 570 (plus
1) human operators.

As noted in our introductory discussion, this
problem is not unique to TVWS. In fact, Mr.
Jobs was not operating in TVWS in the situation
described above; he was using the unlicensed
industrial, scientific, and medical (ISM) bands.
In that spectrum, the coexistence problem is a
well recognized challenge, one that is getting
ever increasing attention as new services begin
to be deployed. However, the propagation char-
acteristic of the TV spectrum (which is located
below 1 GHz) is likely to significantly exacerbate
this problem. Quite simply, signals in the 2.4
GHz band and especially in the 5 GHz band lose
power much faster with distance than do signals
below 1 GHz. The ISM signals are attenuated by
the environmental obstacles (e.g., walls) signifi-
cantly more than TVWS signals below 1 GHz. It
is precisely these excellent propagation charac-
teristics that make TV spectrum so attractive for
many of the use cases addressed in [22]. Howev-
er, these propagation characteristics also severe-
ly exacerbate the coexistence problem by greatly
increasing the size and coverage area of every
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TVWS network cell. The much larger cell sizes
tend to cover larger areas and serve many more
users than smaller cells, thus increasing conges-
tion. What was considered extraordinary conges-
tion in the 2.4 GHz band (the iPhone 4 launch)
may become a common condition in TVWS.

The second aspect of the coexistence problem
is due to the multiple incompatible wireless net-
works that will be deployed in the TVWS. We
listed a number of different MAC/PHY stan-
dards in the previous section. It is likely that Wi-
Fi will take advantage of the spectrum using
802.11af. IEEE 802.15.4m-based devices may be
used to enable many of the use-cases which
involved machine-to-machine communication.
Fixed wideband access will be provided by using
802.22-based or ECMA-392-based systems. Since
these wireless networks are conformant to
incompatible standards, the networks are not
interoperable and hence cannot communicate
over the air with each other. The benefit of
increased radio propagation range also increases
the area in which a TVWS transmitter may cause
interference to other incompatible TVWS net-
works. One network’s communication is per-
ceived as interference to the other neighboring
networks.

A third aspect of the TVWS coexistence
problem is due to the way TVWS networks will
be deployed. Individuals and competing network
service providers may all deploy networks in the
same area. These different operating entities
deploy their networks independently and with no
coordination or even knowledge about the other
operators in the area. The 802.22 wireless region-
al area networks will be operator deployed with
fixed high-power base stations serving fixed CPE
and portable devices. On the other hand, 802.11
WLAN networks are commonly deployed by a
consumer in the home or in small offices. It is
very unlikely that the network operator will be
aware of what consumer networks are deployed
in any given area. Similarly, it is also unlikely
that a consumer will be aware of any operator
which has deployed networks in his area.

If an operator deployed WRAN and a con-
sumer deployed WLAN operate on the same
TVWS channel, it is very likely that the networks
will interfere with one another. For example, the
WLAN deployed within a home could cause
interference to WRAN CPE connected to the
WRAN BS. The WLAN may not even be aware
of the interference it is causing to the WRAN
CPE since the CPE is transmitting using a direc-
tional antenna directed toward the BS. So the
WLAN does not detect much interference from
the WRAN CPE. The WRAN may not have
total flexibility in selecting its operating channel
since fixed wireless networks are limited in the
channels on which they can operate. So even
though one of the CPEs is experiencing interfer-
ence, it may not be able to correct the issue.
Other scenarios can be considered in which the
WRAN network causes interference to a WLAN
network. For example, if the location of a
WLAN network is directly between a WRAN
base station and a WRAN CPE, the directional
antenna from the CPE causes a significant anten-
na gain in the direction of the WLAN, causing
interference to the WLAN.

160

0

Figure 2. TV channel availability in the United States based on the method in [23].

A fourth aspect of the coexistence problem is
due to the spectral performance of low-cost
commercial WSDs. If two networks are very
close to one another and operating on adjacent
channels, the interference may also cause net-
work degradation. This can happen due to out-
of-band leakage from one network spreading
into the adjacent channel being used by the
other network.

A fifth aspect of the coexistence problem is
caused by network cells with widely varying cov-
erage areas. Some wireless networks may be
high-power networks deployed for long-range
communication by network service providers,
while other networks may be low-power con-
sumer networks deployed in a less controlled
manner by individual consumers. High-power
long-range networks tend to use high-sensitivity
receivers, while short-range networks tend to use
low-sensitivity receivers. A given interference
level may be harmless to short-range networks
but highly disruptive to long-range networks.

The last aspect of the coexistence problem
deals with the scarcity of TVWS in populated
areas. TVWS operation is only permitted on TV
channels not locally used by primary systems
(TV broadcasts and licensed wireless micro-
phone). In urban areas with high population
density there are numerous local TV stations,
resulting in a very limited number of available
TVWS channels. Several studies have been con-
ducted on TV channel availability for unlicensed
operation in the United State. Figure 2 is taken
from one of these studies [23]. Similar results
have been observed in other regulatory regions,
although the degree to which the differences are
observed vary with population density. For exam-
ple, [24] presents a detailed study of TVWS
availability in the United Kingdom. All of these
studies make our point quite clear: while most of
any county’s geographical area may have signifi-
cant numbers of TVWS channels, most people
tend to live in areas where TVWS channels are
scarce. Clearly, if this spectrum is to serve the
largest number of people, the various players in
the spectrum need to find an effective way to
share this spectrum resource in densely populat-
ed areas.

More detailed discussion of the coexistence
issues in TVWS is provided in [25], and of the
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coexistence problem in relation to performance-
sensitive applications in [26].

COEXISTENCE MECHANISMS

This section provides a detailed overview of the
existing coexistence mechanisms, which can gen-
erally be divided into two distinct groups based
on the level of cooperation among the coexisting
networks. Non-collaborative mechanisms, listed
in Table 2, may be used autonomously by any
network or device to facilitate coexistence with
other networks and devices. These non-collabo-
rative mechanisms may be used unilaterally and
do not require any action by any other system in
order to be effective. Most of these non-collabo-
rative mechanisms may be used by any radio
MAC/PHY, while others, like carrier sense mul-
tiple access (CSMA), are particular to one or
several MAC/PHY designs.

It is important to note that for this discussion
of coexistence mechanisms, collaboration refers
to communication and cooperation between
interfering spectrum users and networks. This
collaboration is not related to the cooperative
use of protocols to improve operation within a
network. For instance, use of transmit power
control (TPC) as a protocol within a network
may increase battery life and reduce emitted
transmit power levels [27]. Effective use of TPC
requires cooperation inside the network. If the
network using TPC operates on the same fre-
quency as another nearby network, the TPC will
also decrease interference and thus improve
coexistence. Since the use of TPC within the net-
work does not require communication or collab-
oration with another network, it is considered a
non-collaborative coexistence mechanism.

Two popular non-collaborative coexistence
mechanisms are dynamic frequency selection
(DFS) and dynamic channel selection (DCS).
DEFS allows spectrum sharing systems to share
spectrum with existing regulatory protected sys-
tems such as radar systems, satellite systems, TV
broadcasting systems, etc. The DFS concept is to
detect protected devices on the operating chan-
nel and, if detected, to switch frequency to
another channel. DCS enables spectrum sharing
systems to select the best channel (i.e., the least
interfered channel) based on channel measure-
ments [15]. A channel is regarded as an unus-
able channel if it has surpassed the acceptable
threshold or degraded the bit error rate (BER)
sufficiently. In this case there are two options; to
move to a new channel or to use a more robust
modulation and coding scheme. DCS is used to
minimize or avoid interference with other net-
works. DFS detects and switches frequency,
while DCS selects the best frequency for those
available. In this way, DCS is quite different
from DFS. DFS and DCS are typically used
together in unlicensed systems like 802.11.

Listen before talk (LBT) is an effective
mechanism for sharing spectrum among multiple
802.11 systems using different modulations [15].
The concept of LBT is that before transmitting
over a shared channel, a transmitter decides if
the channel is in use by using a clear channel
assessment (CCA) check. During CCA observa-
tion time the energy in the channel is measured

and compared to an energy detection threshold
(EDT). If the energy level in the channel exceeds
the predefined threshold, a transmitter must
defer its transmission by an arbitrary time. In
addition, LBT limits the maximum contiguous
transmission time so that a transmitter provides
reasonable opportunities for other transmitters
to operate.

Modifying EDT is also an autonomous coex-
istence mechanism that affects the performance
of CSMA and LBT. For transmit purposes,
decreasing a network’s EDT may serve to desen-
sitize the network’s receivers by desensitizing the
CCA function. As the EDT is raised, additional
“clear” channel time becomes available since
low-energy packets on the channel are not
detected. More clear channel time provides
more channel time for network transmissions.
Similarly, increasing the EDT may decrease the
radio range of the network receivers, since low
energy packets from network nodes are not
detected or received. This has the effect of
decreasing the network coverage area, decreas-
ing the number of served network nodes and
thus decreasing the network traffic load. Increas-
ing EDT has the indirect negative effect of
increasing interference to the neighboring net-
works by permitting network transmission during
periods when the neighbor network is transmit-
ting packets which are received at energy levels
below the EDT threshold.

Finally, certain networks are equipped with
directional antennas. Using multiple or steerable
directional antennas for transmission decreases
interference when compared to the use of an
omnidirectional antenna. A transmitting omnidi-
rectional antenna radiates energy in all direc-
tions, not only in the direction of the intended
recipient. When transmitting with a directional
antenna, energy is radiated only in the direction
of the intended recipient, thus decreasing the
interference in all other directions. This space
division mechanism may be applied autonomous-
ly to decrease interference between networks.

Non-collaborative mechanisms are generally
sufficient to promote coexistence in systems with
adequate spectrum resources so that separate
operating frequencies may be used by each net-
work. The real coexistence challenge material-
izes when the available TVWS spectrum is
insufficient to provide a separate operating fre-
quency for each network or MAC/PHY design
[27]. In the TVWS bands, this is a likely scenario
due to the proliferation of unlicensed device
designs and high consumer adoption, particularly
in dense metropolitan areas where many TV
channels are occupied by licensed broadcasters.
With the exception of CSMA, non-collaborative
coexistence mechanisms do not enable channel
sharing. Yet channel sharing is required for
coexistence where spectrum is limited. In the
TVWS bands, the spectrum is expected to be
quite limited in densely populated areas served
by many TV broadcasters.

The collaborative mechanisms listed in Table
3 permit channel sharing to further enhance
coexistence. The sharing of spectrum by net-
works requires that the networks agree on the
operating parameters to enable spectrum shar-
ing. The partitioning of the available spectrum
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Mechanism

Description

Advantages

Disadvantages

Non-Collaborative (autonomous)

Collaborative

Dynamic frequency selection
(DFS)/dynamic channel selec-
tion (DCS)

Transmit power xontrol

(TPC)

CSMA/LBT

Energy detection threshold
(EDT)

Minimized RF footprint

Time-division multiple access
(TDMA)

Frequency-division multiple
access (FDMA)

Code-division multiple
access (CDMA)

Hybrids of the above

DFS: Sense, select to avoid
channels in use. DCS: sense,
switch to better channel

Control of transmit power to
minimize interference.

LBT and defer. Asynchronous
contention, first come, first
served, by devices from any
network.

This threshold sets the receiv-
er sensitivity for CCA and for
packet reception.

Space division sharing of
spectrum using hi-gain, steer-
able antennas, minimizes
interference area.

Coordinated time sharing of
channel between networks

Coordinated frequency shar-
ing of channel by channel
splitting and half rate clock-
ing. DSP FFT firmware modifi-
cations for alternate OFDM
channel bandwidths

Coordinated code division
sharing of common channel.

Combinations of mechanisms
are typically implemented,
e.g. DFS/TPC/TDMA

Widely implemented in many
networks for initial channel
selection on startup and for
channel switching.

Most protocols provide ade-
quate feedback for TPC

Already in 802.11. Permits
self-coexistence and channel
sharing among CSMA net-
works.

Increasing EDT makes more
time available for transmis-
sion. Decreasing EDT decreas-
es interference for neighbor
networks

Already used by many APs and
BSs.

Permits channel sharing.

Permits channel sharing.

Widely used in 3G cellular sys-
tems.
Permits channel sharing.

Multiple techniques permit
better coexistence in more
scenarios.

Ineffective when the number
of channels is limited or
already occupied. Does not
address channel sharing.

TPC must be used by all for
fairness. Does not address
channel sharing.

Incompatible with TDM pro-
tocols using time slot assign-
ments. Limited QoS.

Increasing EDT also increases
interference for neighbor
networks. Decreasing EDT
decreases network coverage
area.

Complexity issue for mobile
devices; must be used by all
for fairness. Does not address
channel sharing.

Complex to implement unless
two networks agree on
frame rate.

Less efficient than TDMA,
may require guard bands or
filters.

Not used in any unlicensed
standard. Requires power
coordination/allocation
among users.

Implementations vary widely
as number of coexistence
parameters increase. Com-
plexity of negotiation for
channel sharing increases.

Table 2. Existing coexistence mechanisms.

bandwidth or time between two networks is
complex and should equitably consider the indi-
vidual network traffic demand, priority, and user
scenarios [28]. Collaborative mechanisms
improve throughput for all networks in the
shared spectrum.

An example of a collaborative time-division
multiple access (TDMA) coexistence mechanism
is the Contention Beacon Protocol (CBP) of the
802.22 standard. The CBP enables the sharing of
a channel with other 802.22 systems (or possibly
with other TDMA MAC/PHYs using scheduled
operation). The CBP is best-effort protocol
based on coexistence beacon transmissions, and
can be exchanged between 802.22 systems over
the air interface or through the backhaul. The
CBP consists of two different modes: Spectrum
Etiquette (SE) and on-demand frame contention

(ODFC) [13]. In the SE mode, each 802.22 sys-
tem tries to choose a channel which will mini-
mize interference to neighboring systems. If
there are not enough channels for each 8§02.22
system individually, the ODFC mode is initiated
so that several 802.22 systems can share the
same channel on a frame-by-frame basis. In the
ODFC mode, the contention numbers are ran-
domly generated by each neighboring 802.22 sys-
tem and the winner with the smallest contention
number has a right to access the frame.
Collaborative mechanisms depend on the
ability to exchange information between hetero-
geneous networks, for example network charac-
teristics and traffic load information, and to use
this information to negotiate the partitioning of
the shared channel. When the operating param-
eters (time assignment, frequency partitioning,
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Info exchange

- Description Advantages Disadvantages
mechanism
Messages to support coexistence titiz s ol Lon CoEEian s Sl Limited use for heterogeneous net-
Native PHY 9 PP networks using same PHY (self 9

Common PHY
Channel

Common
database

Internet server
facilitated mes-

saging

using native PHY

Low complexity PHY on common
channel for coexistence communi-
cation

Devices use native PHY to extend
concept of internet access to FCC
geolocation database, now
expanded for local coexistence
coordination

Devices use native PHY to interact
with internet-based messaging
server that can translate/forward

coexistence messages and policies.

coexistence).

Permits direct communication
between heterogeneous devices.

Easy access to coexistence envi-
ronment and neighbor system
parameters.

Permits direct negotiation of shar-
ing parameters between devices
or networks operating in same
local area on same channel.

works. Requires multi-mode radios.

Added complexity of second PHY in
every device. Does not address means
for negotiation for channel sharing.

To be effective, all unlicensed users
must register and provide operating
parameters. Can be expanded to
address means for negotiation for
channel sharing.

Negotiation complexity does not scale
well as number of affected users increas-
es. Requires knowledge of IDs/addresses
of local interferers. Requires common
negotiation protocol.

Table 3. Information exchange mechanism for collaboration.

power partitioning, and space partitioning or
code assignment) are agreed, the channel may
be cooperatively shared [29]. The exchange of
information for coexistence requires a means for
two heterogeneous networks to communicate
with each other, either directly or indirectly.
Table 3 lists a number of options which can pro-
vide the information exchange needed for chan-
nel sharing and can also enhance the
effectiveness of non-collaborative coexistence
mechanisms. For instance, the transmit power
level may be increased to use higher than mini-
mum required data rate when a channel is time-
shared with another network so as to provide
more channel time for both networks.

TECHNICAL CHALLENGES

This section focuses on technical challenges
which need to be addressed to provide improved
coexistence among TVWS networks. Coexistence
occurs when two or more WSD networks share
spectrum resources. One network’s use of the
spectrum necessarily limits or interferes with the
other network’s use of the same resource. The
level or quality of coexistence directly relates to
the quality of service experienced by both WSD
networks. In simplistic terms, good coexistence is
characterized by acceptable levels of interfer-
ence, while poor coexistence is characterized by
disruptive interference.

Improving coexistence among networks is
usually a complex process involving multiple
individual and often concurrent steps. The first
step is always the discovery of an interference
problem. This step is often called interference
estimation which used with a threshold used to
identify an interference problem. The second
step is invoked when an interference problem is
detected and involves the autonomous applica-
tion of coexistence mechanisms to eliminate or
decrease the perceived interference. If the sec-

ond step does not resolve the identified interfer-
ence problem, the third and fourth steps are
needed. The third step requires discovery of
neighbor networks that may be the source of the
problematic interference. The fourth step
requires communication between the network
causing the interference and the network experi-
encing the interference. In many cases, the inter-
ference between networks is mutual, but it is not
necessarily always the case. The fourth step uses
direct network-to-network communication to
negotiate a means to decrease the interference.
The negotiated solution applies one or more col-
laborative coexistence mechanisms. The negoti-
ated solution would normally involve one or
more algorithms to determine the best solution
for both networks. Both networks then reconfig-
ure themselves to implement the agreed solu-
tion.

These challenges and others will be consid-
ered and addressed during the development of
the 802.19.1 standard. The 802.19.1 coexistence
system will provide services to subscribing net-
works to assist or implement the different coex-
istence solution steps described above.

DISCOVERY

Coexistence discovery has two phases: discovery
of interference and discovery of the neighbor
network(s) that may be causing the interference.
The first phase of discovery for a network is to
detect the presence of interference. A good indi-
cator of interference is degradation in network
performance, measured by either a drop in net-
work throughput or an increase in latency. How-
ever, there are many potential sources of
network degradation, so the challenge is to iso-
late the conditions under which the network
degradation is due to interference. The interfer-
ence may only occur at one of the nodes. For
example, in a WRAN there may be interference
at one client device due to interference from a
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WLAN in the vicinity of the WRAN client. This
would likely only cause interference on the
downlink for this one client. The WRAN net-
work would then need to determine the source
of the detected interference in order to take
some action.

The second phase of discovery identifies
nearby networks that may be causing the inter-
ference. To identify sources of interference, a
radio propagation analysis of all neighboring
networks is needed. Such an analysis requires
network locations, transmit power levels, receiv-
er sensitivities, and topographic features to
determine the level of interference between
radios of networks in any vicinity. Once interfer-
ing networks or radios have been identified, it is
then necessary for the networks or radios to
establish communications to decrease the inter-
ference and improve coexistence. There are
numerous ways to discover neighbor networks
and to establish communications with neighbor
networks. A goal for the 802.19.1 system design
is to standardize a technique for neighbor dis-
covery and to assist in establishment of commu-
nications with neighbor networks.

AutoNOMOUS NETWORK RECONFIGURATION

In some cases, depending on network traffic
load and available spectrum resources, a net-
work experiencing an interference problem can
independently find a solution. If sufficient
resources exist on another TVWS frequency, the
network manager may reconfigure the network
to the new frequency leaving the source of the
interference on the old operating frequency.
This is an autonomous network reconfiguration
and usually uses one or more of the non-collabo-
rative (autonomous) coexistence mechanisms
listed in Table 2. An autonomous reconfigura-
tion modifies some or all of the network param-
eters [14]. These network transmit parameters to
be reconfigured may include the operating fre-
quency, the transmit power, transmission sched-
ule or even the signal bandwidth. Changing the
operating frequency or the transmit power may
be less difficult to reconfigure than the timing of
transmissions or the operating signal bandwidth.

NEGOTIATED NETWORK RECONFIGURATION

If autonomous network reconfiguration is unable
to solve the interference problem, the network
experiencing the interference needs to negotiate
spectrum sharing parameters with the network
which is causing the interference. This presents a
unique challenge for any coexistence standard
since most unlicensed network management
schemes are designed to operate at low channel
loads, reserving unused channel resources to
accommodate traffic variance and increasing
loads. Sharing resources involves management
decisions to decrease the amount of used or
reserved spectrum resources which tends to
increase channel utilization and can decrease
network throughput. The 802.19.1 coexistence
standard will need to define and standardize
spectrum sharing decision algorithms which are
fair and responsive to the needs of the affected
networks.

After the network which is subject to interfer-
ence has discovered the interfering network and

established a communication link it is then nec-
essary for the two networks to agree on what
network or device reconfigurations are required
to alleviate the interference. Even if a standard-
ized algorithm can suggest a spectrum sharing
solution, the two networks involved must agree
on the suggested sharing solution and accept to
operate using a subset of their current spectrum
resources [28]. Furthermore, there is the need to
monitor the neighbor network performance and
spectrum utilization after reconfiguration. This
monitoring information allows networks to eval-
uate the effectiveness of the negotiated reconfig-
uration.

IEEE 802.19.1 SYSTEM DESIGN

The 802.19 Task Group 1 produced a System
Design Document (SDD) to describe the coexis-
tence system to assist the call for proposal pro-
cess [30]. The SDD includes system
requirements, 802.19.1 architecture, terminology
and a possible outline of the standard. In this
section we summarize the coexistence system
requirements and architecture defined in the
SDD.

SYSTEM REQUIREMENTS

The coexistence system requirements can be
grouped into four different categories: require-
ments related to discovery, general require-
ments, requirements related to communication,
and requirements related to coexistence algo-
rithms.

Requirement Related to Discovery — Only one
requirement is related to discovery. The 802.19.1
system is required to enable discovery for
802.19.1 compliant WSD networks. The term
discovery should be understood to mean the
detection of other WSD networks and identifica-
tion of their attributes, such as their IDs.

Requirements Related to Coexistence Algorithms — The
first requirement in this group is related to
TVWS environment analysis. After collecting
operational environment information, such as
available white space and current unlicensed
users, from individual networks or other sources
such as the TV bands database, an 802.19.1 sys-
tem must analyze the data to determine if a
coexistence problem exists.

Assuming there is a coexistence problem, the
802.19.1 system must have the capability and
decision algorithms to alleviate or eliminate the
coexistence problem.

The 802.19.1 system must support centralized,
distributed and autonomous decision making for
TVWS coexistence. This requirement underlines
the possibility of having various approaches to
implement decision making in coexistence sce-
narios. It also underlines that 802.19.1 must be
capable to support these different approaches of
decision making for coexistence.

Requirements Related to Communication — The
802.19.1 system must have a means to obtain
and update information required to make TVWS
coexistence decisions. Without constraining the
mechanism of communication, this requires the

The coexistence
system requirements
can be grouped info

four different cate-
gories: requirements
related to discovery,
general require-
menfs, requirements
related to communi-
cation, and require-
ments related to
coexistence
algorithms.
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Figure 3. The 802.19.1 system architecture.

coexistence system to support one or more com-
munications methods used by the 802.19.1 WSD
networks. Additionally the TVWS coexistence
system must be able to exchange information
among its entities. The last requirement related
to communication states that the 802.19.1 system
must be able to provide network reconfiguration
requests and/or commands as well as corre-
sponding control information to 802.19.1 WSD
networks to implement system coexistence deci-
sions.

General Requirements — The last two requirements
are related to security and general coexistence
mechanisms. The 802.19.1 system must support
appropriate security mechanisms, including but
not limited to user/device authentication, integri-
ty and confidentiality of open exchanges. Finally,
the 802.19.1 system must utilize a set of mecha-
nisms to achieve improved coexistence of WSD
networks.

SYSTEM ARCHITECTURE

In the 802.19.1 architecture, logical entities are
defined according to their functional roles [30].
There are five logical entities defined. Figure 3
illustrates the logical entities and interfaces
between them.

In Fig. 3, the coexistence manager (CM), the
coexistence discovery and information server
(CDIS), and the coexistence enabler (CE) are
entities of 802.19.1. The WSD (or WSD net-
work) and TV bands database are outside the
scope of the 802.19.1 standard [30].

Logical Entities — The WSD is the device which
operates in the TVWS.

The TV bands database is the regulatory
database which contains the location, operating
area and schedule for all protected licensee sta-
tions, and provides lists of available TVWS
channels to WSDs.

The CM is responsible for making coexis-
tence related decisions. This includes generating
and providing corresponding coexistence
requests/commands and control information to

CEs. The CM also assists network operators in
management related to TVWS coexistence.
Another responsibility of the CM is discovery of
and communication with other CMs.

The CE is responsible for the communication
between the CM and WSD. It obtains informa-
tion required for coexistence from the WSD or
WSD network, and translates reconfiguration
requests/commands and control information
received from the CM into WSD-specific recon-
figuration requests/commands.

The CDIS provides coexistence related infor-
mation to the CM and supports discovery of
CEs. The CDIS also facilitates discovery and
communication among CMs. Finally, the CDIS
collects and aggregates information related to
TVWS coexistence.

Logical Interfaces — There are six logical interfaces
in the 802.19.1 system. Interfaces B1, B2 and B3
are between 802.19.1 entities, whereas interfaces
A and D are between 802.19.1 entities and exter-
nal entities. Interface A enables communication
between the CE and the WSD. Reconfiguration
requests or commands and coexistence related
measurement requests flow from CE to WSD,
whereas corresponding responses flow from
WSD to CE. Interface B1 is between a CE and a
CM. CM sends coexistence commands/requests
to CE. CE provides coexistence related informa-
tion. The B2 interface is between CM and CDIS.
Through B2, information needed for discovery
and coexistence flows both ways. For direct com-
munication related to coexistence between CM’s,
interface B3 must be used. The last interface,
interface C is between TV Bands Database and
CM. It will be used mainly to obtain data related
to available TVWS channels.

REFERENCE MODEL

In the 802.19.1 system two service access points
are specified:

* Coexistence Media SAP (COEX_MEDIA_SAP)
* Coexistence Transport SAP (COEX_TR_SAP)

COEX_MEDIA_SAP implements the inter-
face A between the CE and a WSD. Figure 4
shows a typical reference model of a radio
interface including data, control and manage-
ment planes for physical layer, MAC sublayer,
and convergence sublayer on the left side. The
base station management entity is in the mid-
dle part of the figure and the right part shows
the CE.

In Fig. 4, there are three service access points
PHY_ME_SAP, MAC_ME_SAP, and CS_ME _
SAP, which provide management interface for
the base station management entity. These ser-
vice access points can be used to obtain informa-
tion from the radio interface and to request
reconfiguration of the radio interface. Coexis-
tence enabler can access those service access
points through the base station management
entity using COEX_MEDIA_SAP.

On the other hand, the COEX_TR_SAP pro-
vides means for CE, CM and CDIS to communi-
cate with each other and with external entities
by using transport services provided by underly-
ing layers. The underlying layers could be the
application layer, transport layer, network layer,
and link layer.
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